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fact that complex social systems in which humans interact using information technolo-
gies can only be understood by inducing change and observing the effects of such
change ([BP99], [Ni08]). The iterative five step approach recommended by [BP99] con-
sisting of 1) Diagnosing, 2) Action planning, 3) Action taking, 4) Evaluating, and 5)
Specifying learning, serves as the guideline for our research and is illustrated for our
specific case in Figure 1.

I. Diagnosing

II. Action Planning

III. Action Taking

IV. Evaluation • Measurement of the (positive) consequences of semantically
unambiguous definitions through data quality metrics (completeness,
accuracy, count and percent of entity types reused as defined etc.)

• Monitoring by means of a Data Quality Scorecard

• Joint execution of the corresponding activities described within
METIO (particularly with regards IO identification and description)

• Researcher actively guided and participated in collaboration with the
project teams

• First iteration cycles lead to necessary adjustments of the method
(and, consequently, the Action Planning)

• Design and elaboration of a systematic approach (theory based)

• Refinement of the method in expert discussions

• Derivation of a project plan according to the specified procedure

• At an early stage of the project, researchers and the project team
met to discuss current challenges (bad data quality, intransparency,
etc.) as well as possible solutions

V. Specify
Learning

Figure 1: Pursued research process

The two real-life cases in which we conduct our action research are shortly introduced in
the following. Their contribution to our research was twofold: firstly, they provided
valuable input for the refinement of the theoretically derived procedure model (see
Chapter 4.1) as well as the identification of attributes necessary to unambiguously de-
scribe an information object (see Chapter 4.2) during the Action Planning phase. Sec-
ondly, the cases enabled a real-world application of METIO, allowing for a comprehen-
sive evaluation of the method and, consequently, significant findings for further
improvement.

2.1 Public Infrastructure Operator

The company is a national European railway network operator. Being part of a state-
owned corporation, its main business objectives are the provision of non-discriminating
access to the railway infrastructure, the development of customer-oriented route offer-
ings, and the maintenance, operation and advancement of the railway network.

The company is facing compliance requirements (e.g. issued by the European Commis-
sion or the national network agency), increasing reporting needs (e.g. infrastructure re-
gistry for shareholders), and cost reduction initiatives. Among the most important weak-
nesses in data management, which hinder the fulfilment of these requirements, are the
following:
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– Lack of responsibilities for data and information objects leading to ambiguous
definitions and understandings of the commonly used objects;

– Operational data is inconsistent which causes poor data quality in analytical
systems such as data warehouses (which form the basis for the infrastructure
registry);

– Data models are system-specific; no integrated view exists across system
boundaries;

– Data flows between different systems are neither transparent nor comprehen-
sively managed so that process owners do not know what the original data
sources are which they rely on within their processes and processes themselves
suffer from poor interfaces with manual interaction.

At present, the company is undertaking an initiative to establish a common infrastructure
data management aiming at the increase of transparency of the fundamental information
objects and at efficiency gains in the data management domain.

2.2 Automotive Manufacturer

The case refers to the passenger cars division of an international automotive manufac-
turer. The division operates ten major plants across the globe. The business factors with
impact on data management mainly derive from the overall corporate profitability tar-
gets. They materialize in the need for common reporting structures to allow for compari-
son of different locations and in the constant requirement to reduce general and adminis-
trative costs.

Among the reasons for current shortcomings in data management meeting the require-
ments is the complexity of the application architecture. In the past, application planning
was decentralized, i.e. various business units were responsible for the task, leading to a
total number of more than 2,000 applications in operation. Today, with integrated busi-
ness processes that span multiple units, difficulties occur with mismatching definitions
of information objects, unclear source systems for certain data objects, and numerous
point-to-point connections between different application systems.

Apart from that, with continuing demands to reduce general and administrative costs,
also the cost of IT has to be reduced. However, with the current lack of transparency
regarding the relationship of information objects to business processes as well as appli-
cation systems, consolidation of the system landscape is not an option as it is not clear
which systems hold redundant data or data critical to the business, and which systems
serve which business processes.

As a response to that, part of the architecture planning initiative is an effort to create
transparency regarding information objects, especially with regard to their relation to
business objects used in business processes and to data objects held in application sys-
tems.
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3 Conceptual Foundation

3.1 Master data

In literature data are most commonly differentiated due to their purpose of use and their
frequency of modification. Based on these dimensions, we can distinguish between mas-
ter, inventory, change and transaction data ([We01], [HN05]). We deliberately constrain
the application of METIO on master data. The reason for concentrating on master data
can be seen in their characteristics: Master data represent an organization’s core data
entities [Wh06] that are rarely subject to change. They are used company-wide across
different business processes and by multiple application systems. Master data are, there-
fore, specified by a relatively large number of attributes, often referenced by transaction
data. Their enterprise-wide usage leads to increased complexity as master data are ac-
cessed by a multitude of employees. This shows their importance and value for compa-
nies and leads to an increased need for proper master data definition.

3.2 Definition and Significance of Metadata

Metadata can be defined in general as data that describes other data (their meaning and
properties) [Bu99] demarcating them from other data types, such as transaction and
master data. More precisely, we use the term to determine important characteristics that
need to be known for either database and application engineering [En99] or the general,
semantically unambiguous understanding of data within the enterprise. Metadata, accor-
dingly, facilitates the identification, retrieval, use and management of data as they allow
an organization to better understand its data sources and definitions [MS06]. TOZER

summarizes their function by “seeing metadata as the means by which the structure and
behavior of data is recorded, controlled, and published across an organization” [To99].
The most comprehensive definition is provided by MARCO who describes metadata as
“all physical data (contained in software) and knowledge (contained in employees) from
inside and outside an organization, including information about the physical data, tech-
nical and business processes, rules and constraints of the data, and structures of the data
used by a corporation” [Ma00]. The significance of this definition derives from its strong
business orientation that we pursue in this paper as well. Herein, we utilize metadata in
the form of attributes (see Chapter 4.2) that need to be defined for specifying syntax and
semantics of each information object.

Due to their high semantic content, metadata are the fundamental components for the
design of information object models, as well as Business Data Dictionaries (BDD), serv-
ing as an original source for the definition of data elements and possess, hence, a high
strategic value for companies [Ch06]. The strategic value primarily results from the
significance the use of metadata has for evaluation and improvement of data quality by
unambiguously characterizing information objects. By maintaining information about
the source of data, their (change) history or responsibility, metadata facilitates the chal-
lenge of keeping data consistent, accurate and complete. And high quality data, in turn,
is pivotal for enabling service-oriented business applications [NL06], for helping to
increase the validity of strategic decisions [SZW03] and allowing high regulatory com-
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pliance [Fr06]. Moreover, they enable a time- and cost-efficient way of retrieving, man-
aging, evaluating and using appropriate information through precise queries which in-
creases the confidence of users in data and augments the decision-making quality
[Ma00]. The semantic content is essentially provided by standard (textual) definitions of
the according data entities. Metadata management denotes the assignment of these defi-
nitions to data as well as their maintenance in a centralized metadata repository, such as
a BDD [DL06].

3.3 Distinction between Business, Information and Data Objects

Referring to information objects, we would like to clearly demarcate the concept at this
point of the paper from related terms, such as business objects and data objects. Within
this paper we position business objects on a process level representing the input and
output of business tasks, e.g. the entities that are exchanged within and between business
processes. These business objects are relevant to business experts and generally de-
scribed (if at all) in a simple textual form or an enumeration of their constituent attri-
butes – similar to the business object description proposed by [Sc01]. The definition
contains a coarse-granular description of characteristics relevant from a business per-
spective. Data objects on the other hand, are technical representations of these business
objects on a system level. In most cases these entities are mapped in a more formalized
way and contain more technical attributes, such as data types, field lengths etc. In be-
tween, we include an additional level containing information objects that constitute busi-
ness relevant entities on a logical level. Information objects are described with their
semantics as well as structure (consisting of relationships to other information objects)
and, consequently, go beyond purely business-oriented definitions. They are mapped and
described with their entire set of attributes and consequently represent an integrated,
cross-applicational view of both business and data object characteristics. By contrast,
data objects are application-specific storing a subset of characteristics of the correspond-
ing information object [Sc05].

The tripartite differentiation corresponds to general approaches such as the Object Man-
agement Group’s Model Driven Architecture (MDA). Within this framework the OMG
distinguishes between three different viewpoints and, hence, models. In conformity with
our three-level structure, the Computation Independent View focuses on the environment
of a system (processes in our case) independently from the concrete implementation with
the domain practitioner as the central target group [OM03]. This corresponds to our
business objects. On the level below, the Platform Independent Model, the system is still
considered on a conceptual level, unaffected by the underlying platform, but already
specifying concrete operations of the system. And finally, the Platform Specific View
characterizes in detail how a system uses a particular type of platform [OM03].
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Figure 2: Three-layer differentiation between business, information and data objects

Finally, we would like to point out that we restrain our remarks within this paper on a
type-level only and do not consider instances of the three object types.

4 A Method for Establishing Transparency on Information Ob-
jects

As defined in literature ([He93], [Gu94]) a method needs to contain more than just a
procedure model and above all establish a metamodel and define roles that are responsi-
ble for carrying out each of the specified activities. Particularly the latter are very spe-
cific in the field of Data Quality Management and not intuitively comprehensible. Due to
space limitations, we will not specify these parts of the method in this paper. However,
we refer to well-established role definitions, as can be found in respective Data Govern-
ance literature ([We07], [En99], [DL06]) and use the roles of Chief, Business and Tech-
nical Data Stewards in accordance with these works.

4.1 Procedure Model

FigureFigure 3 illustrates the overall procedure model for establishing company-wide
transparency on fundamental information objects. To a large extent, the first part of the
METIO procedure model is based on established approaches from systems/requirements
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analysis ([Kr96], [Ba00], [So07]). The analysis process described therein was adapted to
the specific requirements of our case and supplemented with corresponding roles and
techniques.

The process starts with the identification of relevant information objects. This first step
has to be executed in a combined top down and bottom up approach that allows for inte-
grating essential entities both from a process and a system perspective. The most sub-
stantial entities derived from these analysis tasks are either identifying data objects with-
out an equivalent business object on a process level, or, the other way around, business
object with no analogue data object in a company’s IT systems. Moreover, business
objects with multiple representations on the system level constitute further entities rele-
vant for consolidation. For the purpose of a revelation of these misfits, a consciously
separated execution of these two business tasks is recommended.

1

2

3

Identification of Information Objects

Definition of Information Objects

Integration with Data Management
Processes

4
Provision of

Technical
Infrastructure

Analyze
Business

Processes

Analyze
Application
Architecture

1.2

Cluster
Information

Objects

2.1 Define
Information

Objects

2.2

Define
Triggers for Meta
Data Refinement

3.1

Derive
Information

Objects

1.3

[required for]

Legend:
Phase

Business
Task succession iteration

Implement BDD

1.1

4.1

Define
Forms For

Change Requests

4.2

Figure 3: Procedure model of the METIO method

For the analysis on a process level, the already existing process documentation (particu-
larly process models) needs to be worked through by the Business Data Steward (BDS)
who needs to possess a sufficient understanding of the business process. If the output
resulting from or being exchanged between business processes or process steps, such as
business documents or goods, is mapped, these entities constitute candidates for possible
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business objects. In case of insufficient process documentation (additional) interviews
with Process Owners and Engineers are necessary to obtain the missing information and
essential business objects.

Simultaneously, from a system perspective and complementary to the identified business
objects essential data objects are to be identified by the Technical Data Steward (TDS) in
collaboration with Application Owners and Data Engineers. As companies, particularly
multinational enterprises, dispose of a variety of different systems and applications, real-
world objects are often represented in a non-consistent way. This leads to a multitude of
synonyms and homonyms inhibiting transparency and consistency. Consequently, it is
necessary to consolidate the variety and obtain a redundant free mapping of the data
objects on a system level. Therefore, application-specific data models as well as inter-
views with respective Data and Application Owners are helpful information sources.

The first phase concludes with a joint consolidation of the relevant entities resulting
from the first two business tasks that needs to be executed by all Data Stewards in order
to derive a consolidated and non-redundant set of information objects for definition.
Hence, possible misfits between the process perspective (business objects) and the appli-
cation perspective (data objects) need to be resolved. Within this business task further
business or data objects might be detected, necessitating a new iteration of the before-
mentioned tasks.

In order to constrain the effort for the definition of information objects, the Chief Data
Steward (CDS) needs to cluster the identified entities based on their similarities. For
each of these information object clusters a separate definition process variant is defined
depending on the roles that are necessary to be included in the definition process. The
preferable output of this first business task of the IO definition process would be a
document revealing the information objects identified during the first phase, the different
categories these information objects belong to, the corresponding definition process
variants for the IO categories and the assignment of the roles responsible for effecting
the definition (filled in by the CDS at the beginning of the definition process). Criteria
for IO classification can be the usage scope of the IO (company-wide or not), whether
they are used by multiple applications, their sensibility or their relevance for compliance.

This central business task for establishing transparency on information objects comprises
the actual definition of the essential entities. Therefor, different definition process vari-
ants depending on the information objects cluster are possible (see Figure 4). The prede-
fined process variants as well as the executing roles are assigned in a first step to each of
the information objects. An appropriate document helps the CDS for this assignment.
Each of the information objects can be specified according to the process variant it is
assigned to.

When the definition of an information object is finalized, an intensive review of the
result by the CDS is necessary in order to ensure completeness of the specification as
well as consistency with other definitions. Finally, the Data Governance Board needs to
approve and clear the definition based on the CDS’s evaluation and an additional joint
review. The final two activities of the business task “Define Information Objects” are
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intended to aver the need for governance that emerges when information objects are to
be defined on an organization-wide level. This control is needed to reconcile terms
cross-functionally, with other groups in the organization who may have a different usage
of a term [Ne05b].

Legal
Department

Data Security
Agent

Data Governance Board

Technical Data
Steward (TDS)

Business Data Steward
(BDS)

Chief Data Steward
(CDS)

Appoint responsible
BDS and TDS

Provide Definition, Conventions,
General and Contact Information for IO

Define Security Level

Add Configuration
Requirements

[yes]

Sensible
data?

company-wide
used IO?

Define Relationship
to other IO

Define Relationship to IO
in collaboration with other BDS

and consolidate defintions

[yes]

[no]

[no]

Review IO Definition

Approve and Clear Information Object Type Definition
Definition

OK?

[yes][no]

[yes]

IO used across
multiple

applications? [no]

Consolidate Configuration
Requirements with other TDS

Define Maintenance and
Instancing Procedures

Depending on Security Level

[yes]
compliance
relevant IO?

[no] Add Compliance-
Relevant Data

Figure 4: Activity diagram for the definition of information objects
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Process step 3.1 is intended to guarantee the embedding of the metadata definition and
maintenance process with the operational (meta-)data usage processes once the initial
definition process is finalized. Transparency on information objects within a company
cannot be realized by simply defining all relevant entities once in an unambiguous way
once. In fact, it is equally important to ensure that the established transparency and con-
sistency is surveyed continuously in order to keep a good quality of the defined informa-
tion objects. This is particularly true in the dynamic environment in which companies
operate nowadays: new products are launched, regulations change, mergers and acquisi-
tions lead to new business vocabularies. And when business changes, this may lead to
definitions which have been correct at one point in time but become obsolete over time.
Hence, enterprises need to be able to change and adapt the definitions of relevant infor-
mation objects or add new ones in the most flexible way possible [Ne05b]. This includes
the possibility to make sure that conflicts are resolved and the wording of the definition
is kept accurate or rapidly decide on a necessary status change of existing information
objects.

For this reason we consider the process of establishing and maintaining a maximal trans-
parency with the help of metadata as a nested and iterative process within the regular
processes on a data level as illustrated in Figure 5.

This means that the triggers for transition to and from the metadata definition process
(from the dark grey cycle to the nested light grey one) are required to be clearly defined.
Therefor, it needs to be ensured that the preconditions for re-entering the metadata defi-
nition process in order to adapt and refine existing information object definitions, or
integrate new ones, are regularly checked.

Entity
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Request
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Request
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Figure 5: Metadata and data management in a conjoint lifecycle
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Finally, process steps 4.1 and 4.2 are supporting activities necessary to implement the
technical infrastructure, particularly the metadata repository (BDD). However, these
process steps will not be detailed in this paper due to space limitations as they are not
considered vital for a fundamental understanding of METIO.

4.2 How to Define an Information Object

For the BDD definitions in our prototype a number of attributes can be maintained in
order to allow for a comprehensive and unambiguous specification with a maximum of
semantic information. Regarding this set of attributes, the question arises why we in-
cluded exactly these metadata elements (and not others as well) and whether they actu-
ally allow us a sufficient and unambiguous definition of each information object. There-
fore, we conducted an in-depth literature analysis including metadata standards in
adjacent research fields such as computer as well as library and information science
where metadata play an important role. These potentially relevant attributes were then
discussed with domain experts and complemented with further characteristics that are
important from a business perspective.

PÄIVÄRINTA ET AL. identified a set of metadata elements as a result of their study of 19
contemporary public standards and specifications for document management that were
considered potentially relevant [PTY02]. From the entirety of stated metadata elements
(i.e. attributes) the authors extracted the ones stated most often in the standards and re-
fined them by adding attributes from organizational needs obtained in discussion with
representatives from the domain. Most of the 14 metadata elements, so-called “core
elements”, derive from the Dublin Core Metadata Specification [DC08], the Australian
Government Locator Service [AG02] and the ISO/IEC 11179-3 and -4 (specification and
standardization of data elements and formulation of data definitions) ([ISO95], [ISO03]).
The identified metadata elements are summarized in alphabetical order in Table 1. Be-
sides, we included a short description and their equivalents from our BDD.

Element
name

Description BDD attribute

Data type
Data type of a metadata element (e.g. character
string)

Data Type and
Field Length

Default value Default value of a metadata element ---

Definition
Short description of a metadata element; what is
the content of the element

Definition

Example
Examples of the values assigned to a metadata
element

Potential Val-
ues

Identifier Unique identifier of a metadata element
Provided by an
unambiguous
name

Max. occur-
rence

Number of values assigned to a metadata element.
The repeatability of the metadata element.

---

Name Name of the metadata element Name
Obligation Obligation of a metadata element: mandatory (M), ---
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conditional (C) or optional (O)

Producer(s)
Organization/department/team/person/role, that
produces the content of a metadata element and is
responsible for it

Responsible
Business Data
Steward

Purpose and
comments

Justification; why is this metadata element
needed? How is it used? Other comments or in-
structions.

o Rationale
o Comment

Standard
Standard or specification, which defines the
metadata element in question (name of standard
and element).

---

Sub-elements Sub-elements of a metadata element
Related
Terms/Re-
lationship

User(s)
Organization/department/team/person/role, that
uses a metadata element

Where Used

Value quali-
fier

Name of the set of values or list of values that can
be assigned to a metadata element. There can be
one or more sets of values

Potential Val-
ues

Table 1: Attributes to describe metadata according to [PTY02] and their equivalent BDD attributes

As Table 1 indicates, we used the majority of the identified attributes for our BDD, how-
ever we adapted some of the elements with regard to their name and scope. The attribute
“Purpose and comments” was split into two separate items and the first renamed into
“Rationale” as this represents the underlying semantics more adequately. Attributes,
such as “Max. occurrence” or “Default value”, were omitted due to their minor relevance
for our cases.

A similar synthesis was conducted by O’NEIL for the components necessary to provide a
sound definition within a glossary [Ne05a]. From this list of attributes we identified a
number of further components that we could use for the BDD in addition to the ones
stated above (such as “Name” and “Examples”). The attributes appended are:

– “Related”, “Narrower” and “Broader Term” were subsumed under the general-
ized/aggregated term “Related Terms” that – in our case – incorporates the rela-
tionship to other information objects and can be a “is-a” (corresponding to a
broader-narrower-term relationship) as well as a “see also” relationship;

– “Source” was slightly changed in its naming (to “Strategic Source”) and mean-
ing, signifying the original source of the information object rather than the
source where the definition came from;

– “Approval Information” as an attribute for tracking the governance trail was re-
named to “Internal Definition Process” but kept with the same semantic mean-
ing (comprising the approval process for the definition); and

– “Distinguishing Characteristics” and “Synonyms” were directly transferred to
our own BDD model with the definitions as stated in [Ne05a].
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The element “Replaced by” was conceptualized broader and realized in a slightly differ-
ent way. It constitutes a possible value within the BDD attribute “Status” (with Draft,
Final and Retired being other possible status values). In case of a “Replaced” status of an
information object a relationship “replaces/replaced by” has to be assigned to the attrib-
ute “Related Terms” in order to correctly map the replacement of one entity with an-
other.

As those studies clearly lack a specific business and implementation focus, the results
could not be transferred directly to our BDD and had to be either adapted to our specific
needs (as outlined above) or supplemented by further attributes. For this purpose we
integrated the information gathered from interviews and discussions with domain experts
from our research project to allow an implementation that serves the requirements of our
project partners. This enabled us to complement the results of the literature review with
their tacit experience and knowledge of the business context.

The elements added as a result of these interviews are either relevant for implementation
(such as “Security Classification” referring to the security level etc.) or provide informa-
tion for the embedding in a specific business context (such as “Subject Area”, “Scope”
(of application within the organization), “Coding and Descriptive Conventions”). The
relevance of attributes addressing security classification and encoding descriptions is
also reflected in the metadata standards comparison by BURNETT ET AL. [Bu99]. As in-
formation has to be considered within the context of the processes and applications in
which they are used, the corresponding information can be maintained in the BDD under
the attributes “Usage in Processes” and “Usage in Applications”. Particularly the latter is
needed within the scope of application architecture planning and development when
certain applications are to be replaced or deprecated.

Lastly, we added three attributes that specify how each information object is maintained
(“Maintenance Procedure” and Maintenance Process Documentation”) and instantiated
(“Instancing Process Documentation”) in order to help to keep the transparency and
consistency on a constantly high level.

The attributes were clustered into categories based on similarities as regards content and
role assignment for the definition process. Moreover, the justification for the categoriza-
tion results from practical reasons as the categories were directly used for the implemen-
tation of the metadata entry masks addressing different user needs. Figure 6 summarizes
the attributes that need to be defined for unambiguously describing information objects
according to METIO.

Two attributes of the BDD metamodel are of particular importance. Firstly, the attribute
“Distinguishing Characteristics” offers the possibility to include pertinent characteristics
with specific values for each information object being defined. The attribute should not
serve as a container for all existing properties but rather those characteristics that are
specific to the information object being defined. This allows demarcating entities of the
BDD more clearly from each other. Secondly, the exact characterization of the depend-
encies to other information objects is obtained by the attributes “Synonyms” (i.e. infor-
mation objects with similar semantics) and “Related Terms”. The latter is used to pre-



Harmonizing company-wide Information Objects 161

cisely describe the relationship to associated entities in order to provide structural infor-
mation. Consequently, these attributes realize the added value of our BDD in comparison
to simple glossaries.

Figure 6: Attributes to be defined for comprehensive IO description in a BDD

5 Summary and Outlook

The paper at hand introduced a method that is intended to enable companies to increase
the transparency and consistency among information objects on a conceptual level.
Therefore, relevant entities need to be identified and then precisely defined. The (posi-
tive) consequences of unambiguously defined information objects are manifold: Firstly,
they ensure a common understanding of important information objects for all entity users
increasing significantly their productivity of work due to decreased search times or in-
correctly stored data. Secondly, they directly increase data quality within an enterprise as
all instances of used information objects are specified according to a uniform and con-
sent definition. This, thirdly, leads to a facilitated communication with people speaking
literally the same language, and helps the business make more accurate decisions
[Ne05a]. And lastly, they are a prerequisite for semantic integration of heterogeneous
applications that need to communicate with each other and exchange data.

Based on the action research approach introduced in the second chapter, we are currently
in the third step (Action Taking) of the research process, developing the Business Data
Dictionaries according to the METIO method in both real-life scenarios (see Figure 1 in
chapter 2). The execution as well as the Diagnosis and the Action Planning before were
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carried out in close collaboration with practitioners from the corresponding companies.
After finalizing the adoption of our method within both organizations, it will be essential
to evaluate the results of the implemented metadata repository and the metadata man-
agement processes, which represents an integral part of our future research.

Moreover, for further research, we consider the following issues as potential areas of
interest:

– Elaboration of a metric for quantifiable evaluation of METIO,

– Utilization of metadata for data quality measurement,

– Metadata integration in other applications that are used by the ordinary em-
ployee in order to facilitate his work and improve the quality of his results,

– Extension towards an ontology-based, company-wide semantic web that allows
for semantically enriched, intelligent search and real knowledge management.
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