






In addition to automatic provisioning of the CE device, E-LMI can provide EVC status
information to the CE device. Thus, if an EVC fault is detected (by CFM) the service
provider edge device can notify the CE device of the failure which the CE device could
use to trigger a corrective action, e.g. switch to a backup link.

OAM Domain Concept

OAM within service provider networks typically relies on a functional model consisting
of hierarchical maintenance domains. Similar to other technologies (e.g. SDH OAM),
Ethernet OAM also adopts the maintenance domain model. A maintenance domain is an
administrative grouping of devices for the purpose of managing and administering a
network. A domain is assigned a unique maintenance level by the administrator, which
defines the hierarchical relationship of domains. Maintenance domains may nest or
touch, but cannot intersect. If two domains nest, the outer domain must have a higher
maintenance level than the one it engulfs. A maintenance domain is constituted by a set
of OAM-aware control points (which are typically ports of the involved devices).
Typically, only those maintenance points which are located at an edge of a domain
(often called maintenance domain end points) are visible to peering operators. Hence,
maintenance points within a domain (“maintenance domain intermediate points”) are
only visible to the operator of the maintenance domain and become invisible at higher
maintenance levels. A maintenance domain end point at a lower maintenance level could
be a maintenance domain intermediate point at the next level up. The concept of
maintenance domains is important due to the different scopes of management that must
be provided for different organizations. Often, there are three or more organizations
involved in an Ethernet service. Customers purchase Ethernet service from service
providers. Service providers may use their own networks, or the networks of other
operators to provide connectivity for the requested service. Customers themselves may
be service providers, for example, a customer may be an Internet service provider that
sells Internet connectivity. Figure 2 illustrates an overview of the OAM domain concept.

Nesting of maintenance domains is especially useful when a service provider establishes
agreements with other operators to provide an Ethernet service to a customer. Each
operator would have its own maintenance domain, and, in addition, the service provider
would define its own domain that would be a superset of the operators’ domains.
Furthermore, the customer would employ its own end-to-end domain, which, in turn, is a
superset of the service provider’s domain. Maintenance levels of various nesting
domains need to be agreed upon between the involved administering organizations.
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Remote Failure Indication: Faults in link connectivity that are caused by slowly
deteriorating quality are rather difficult to detect. Link OAM provides a mechanism for
an OAM entity to convey such failure conditions to its peer via specific flags in the
OAMPDUs. Those conditions are a unidirectional loss of signal, an unrecoverable error
(such as power failures) or some other critical event.

Remote Loopback: An OAM entity can put its remote peer into loopback mode using the
loopback control OAMPDU. In loopback mode, every frame received is transmitted
back unchanged on the same port (except for OAMPDUs, which are needed to maintain
the OAM session). This helps the administrator ensure the quality of links during
installation or troubleshooting. This feature can be configured such that the service
provider device can put the customer device into loopback mode, but not conversely.

Overview of Ethernet Local Management Interface (E-LMI)

E-LMI defines the protocol and procedures that convey the information to allow auto-
configuration of the customer edge (CE) device by the service provider’s user-facing
provider edge (U-PE) device. The E-LMI protocol also provides the means for
notification of the status of an EVC.

In particular, the E-LMI protocol includes the following procedures:

1. Notification to the CE device of the addition of an EVC. Let us consider the
case of a new branch office that connects to the headquarters of a corporation.
With the use of E-LMI at the UNIs, the respective CE devices are informed of
the availability of a new EVC once the service provider activates the service. In
particular, the service end points are notified of the corresponding VLAN ID to
be used by a given service (a.k.a. C-VLAN to EVC map attribute)

2. Notification to the CE device of the deletion of an EVC. This is very similar to
the previous examples, except the EVC is being removed.

3. Notification to the CE device of the availability (active/partially active) or
unavailability (inactive) state of a configured EVC. The primary benefit is that
the CE device can take some corrective action, such as rerouting traffic to a
different EVC or other WAN service, when informed that an EVC has become
inactive.

4. Notification to the CE device of the availability of the Remote UNI. As in the
previous case, the CE device can take some corrective action, such as rerouting
traffic to a different EVC or other WAN service, when informed that the remote
UNI is down.

5. Communication of UNI and EVC attributes to the CE device:
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Figure 3: Ethernet OAM domain concept

Maintenance end points reside at the edges of a maintenance domain and are identified
by a 13-bit wide MEP-identifier, whereas maintenance intermediate points are internal to
the domain. An intermediate point will forward CFM packets (unless it is a loopback or
link trace destined for that intermediate point), while end points do not forward CFM
packets because they must keep them within the domain. The only exception to this is
when an end point is also acting as an intermediate point for a higher-level domain, in
which case it will forward CFM packets as long as they are part of the higher-level
domain.

Following the requirement for proper layering, CFM uses standard Ethernet frames
which are identified as CFM frames by a specific Ether-Type (0x8902). Hence, every
bridge, including legacy bridges which do not support CFM, are able to forward CFM
messages.
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Figure 4: CFM tools: Connectivity Check, Loopback, and Link-Trace
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The ITU-T Study Group 13 developed the recommendation Y.1731 in close cooperation
with IEEE CFM. Y.1731 acknowledges the CFM principles and further expands the
service OAM capabilities. The enhancements are mainly focused on performance
monitoring, additional fault notification messages, and the support of alternate protection
mechanism (i.e. support of an “Alarm Indication Signal” can provide failure indications
in networks which do not employ spanning tree for restoration but rely on 1:1 path
protection mechanisms). Performance management parameters are similar to those
which have been defined for other packet network technologies such as Frame-Relay and
include for example frame loss ratio, frame delay, frame delay variation, throughput or
availability. Y.1731 extensions use the same frame format and op-code space as IEEE
CFM, facilitating an easy co-existence. It should be noted that the Metro Ethernet Forum
also conducts a performance management project which is closely aligned with both the
ITU as well as the IEEE efforts and aims at defining performance metrics for point to
point and multipoint EVCs (see [MEF17]).
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