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Abstract: Hardware virtualization is often used to achieve isolation of one application
from another, while still allowing to run the applications on the same physical hard-
ware for better utilization; using separate machines might have been an alternative.
Often, people associate this scenario with long-running tasks, such as web servers or
other services offered in the network. In this paper, we discuss a use case of virtualiza-
tion that is quite different, where virtual machines are created and destroyed so quickly
that using physical hardware would have been feasible at all. The specific application
that we consider is build automation in the Python Package Index, as implemented in
the HPI Future SOC Lab.

1 Introduction

For several decades, people have been using hardware virtualization as a concept for isola-

tion and multiprogramming [ABCC66, Gol74, RG05]. As mainstream architectures now

allow for efficient virtualization [AA06], hypervisors are today a standard approach for

server consolidation. Example technologies for x86 environments are VMWare, Virtual-

Box, Hyper-V, Xen, or KVM.

In this paper, we want to discuss a practical use case for virtualization that involves balanc-

ing between security and correctness on the one hand, and performance on the other hand.

We show how virtualization as isolation approach can help to provide a stable automated

software build environment, and suggest potential areas for improvement in the hypervisor

implementations for this class of applications.

The following section 2 presents the use case for virtualization in the PyPI build automa-

tion environment. Section 3 then explains the resulting performance impact of the vir-

tualization environment itself, and presents some initial solution approaches. Section 4

discusses some related research work.

All experiments for realizing build automation based on virtualization were performed in

the HPI Future SOC Lab environment [MPZ+11].
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