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Abstract: A usable analysis tool that provides information on risky app behavior and offers options for action, can contribute to strengthen the digital sovereignty of smartphone app users. To this end, it should be tailored and meet the requirements of a human-centered design. Therefore, we conducted a lab test with \( N = 38 \) participants. They evaluated a prototype of our analysis tool in terms of its usability, transparency and potential to increase self-efficacy for data protection and privacy preservation. Furthermore, we investigated the effects of the tailoring by providing a congruent and an incongruent variant for behavioral stages. Both, usability and transparency evaluations differed positively from the average. Moreover, the interaction with the tool significantly increased the participants' self-efficacy and thus strengthened their digital sovereignty. Our tailoring of texts had a positive impact at least on the efficiency evaluation. This could be further developed by extended tailoring of e.g., the GUI.
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1 Introduction

The right to informational self-determination [FLR17] also applies in the digital space, and not just since the introduction of the European GDPR. However, realizing and establishing digital sovereignty [Go17] is difficult for any individual in everyday life. Smartphones and apps, for example, are daily companions that on the one hand provide easily accessible information, but on the other hand also access users' data and pass it on to third parties. There is little transparency here, but this is a prerequisite for the valued preservation of one's privacy [TM15] [Ca09] and taking appropriate - often demanding - measures. Therefore, the goal of our research project was to create a usable tool that provides transparent information on risky app behavior and offers options for action to strengthen the digital sovereignty of smartphone app users. The purpose of this study was to review the human-centered and –tailored design of this tool.
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Several analysis methods that create transparency on the behavior of smartphone apps and provide information regarding the associated risk have been available for some years [En14]. Results can be requested by interested users from specific platforms (e.g., App-Checker [In22], Appicator [Fr24]) or provided via an app directly to their smartphone (e.g., Androlyzer [Te20]). Very few of these tools have been developed systematically in terms of user- or human-centeredness [In19], empirically evaluated concerning usability, user experience (UX), or even behavioral implications.

In the field of research, Gerber et al. [Ge18] investigated the effects of the app FoxIT, which entailed a static permission analysis method and feedback about the risk of installed apps. Results of a field trial showed that privacy awareness and knowledge of participants increased. Furthermore, changes in smartphone settings were reported. In a lab study with a provided smartphone, Bal et al. [BRH14] were able to show that their tool Styx based on dynamic monitoring of information flows via TaintDroid [En14], was perceived as user-friendly. The usage contributed to increasing user confidence due to the transparent information on app information flows. Van Kleek et al. [Kl17] suggested using Data Controller Indicators to disclose the transfer of information to third parties. The user evaluation revealed that more transparent information leads to decisions for apps with fewer organizations receiving data and could support users to make confident decisions.

In addition, Döbelt et al. [Dö20] were also able to highlight the importance of transparency and usability based on two user studies (online and lab) and five guidelines for tools that analyze app behavior. However, transparency played a specific role here on two dimensions: 1.) In terms of information delivery about apps, and 2.) In terms of the design of the tool itself: it should meet the requirements of transparency on its data handling [Dö20]. If tools are to be developed to further strengthen the digital sovereignty of users, additional options for action should be offered [Dö20]. Here, however, a 'one size fits all' solution is not sufficient [DH23] to encourage behavior change. Instead, a comprehensive alignment between the users and the tool may further increase its effectiveness [Li16]. Therefore, a tailored approach has been proposed [Kn15]. The User-Tailored Privacy by Design model [Wi17] suggests personalized nudges. In this context, the classification of behavioral stages and tailored interventions, like those for changing pro-environmental behavior [Ba13b], could serve as a template [DG21].

Based on this literature, we developed a human-centered prototype of an analysis tool with behavioral stage-specific tailoring. The tool was supposed to make the handling of app data accessible, visible and assessable. In addition to usability and transparency, we also investigated the impact on perceived self-efficacy. This describes the individual's assessment of being able to learn an action, even if they have not currently been able to master it [SJ02]. It is an important factor in predicting whether a person will consider or perform an action [Ba00]. Therefore, it presents an interesting variable to study the impact of our prototype on the digital sovereignty of smartphone app users.
3 Research questions and hypotheses

In our laby study, we focused on two research questions for our prototype: (RQ1) How usable and transparent is it evaluated? and (RQ2) Can it increase self-efficacy regarding data protection and privacy preservation of smartphone app users? Based on the presented content as well as the underlying user-centered design guidelines, we assume:

H1: The prototype is evaluated as above-average usable and transparent.

H2: Self-efficacy regarding data protection and privacy preservation is higher after interaction with the prototype than before.

In addition, a third exploratory question arose regarding the tailoring of the prototype: (RQ3) On which aspects of UX does the congruent tailoring to the behavioral stage have a positive impact?

4 Method

4.1 Study Design

Independent variables
For RQ1, the independent variable represents the use of our prototype; for RQ2, the time of measurement before (T1) and after (T2) the use. For RQ3, a distinction was made about the variant of the prototype. Based on the behavioral stage assessed during the recruitment, the congruent or incongruent variant was presented randomly and counterbalanced. This self-assessment of behavioral stage was adapted from the domain of pro-environmental behavior [Ba13b]. Participants who assigned themselves to the stage predecision or preaction were grouped into the early behavioral stage group, all others (action or postaction) into the late one.

Dependent variables
To evaluate our prototype, several established questionnaires were used: For testing H1, the System Usability Scale (SUS; [Br96] [RRR13]). It captures the usability of a system using 10 items answered via a 5-point rating scale (“strongly disagree”-“strongly agree”). Answers are aggregated to the SUS score (0-100), which allows results to be classified in grades from “A+” to “F” [LS18]. We chose 68.00 (“C”) as a benchmark, which is at the center of the curved grading scale. Additionally, the SIPAS questionnaire [Sc21] was used to assess transparency. It measures the ability to perceive, understand and predict the information processing of a system [Sc21]. The 6 items are answered using a 6-point rating scale (“not at all”-“completely” true). The suggested unidimensional scale [SF22] is used here. Since the questionnaire was developed for a different field of application, the mean value (3.5) of the response scale serves as a benchmark.
was adapted to our application context (privacy preservation and data protection). The 10 items are answered on a 4-point rating scale (from “not agree” to “agree exactly”).

Further, the User Experience Questionnaire (UEQ; [LHS08]) was used to investigate the exploratory RQ3. It captures UX by 6 subscales [Sc23]: Attractiveness (valence and overall impression), Perspicuity (easy to learn), Efficiency (without unnecessary effort), Dependability (control of interaction), Stimulation (exciting and motivating use), and Novelty (innovative and creative design). The UEQ contains 26 items and is designed as a 7-level semantic differential (from “-3” to “+3”) with contrasting adjectives. The benchmarks referenced in [STH17] were used to interpret mean evaluations.

### 4.2 Sample

A total of $N = 38$ (26 female) subjects participated in the lab study. They were 24 years old on average ($M = 23.95, SD = 5.03, \text{min} = 18.00, \text{max} = 41.00$), and 71% reported a high school diploma as their highest educational qualification. The majority (92%) were third-semester students ($M = 2.57, SD = 2.33$) of psychology (69%). Participants rated themselves as significantly less tech-savvy ($M = 3.76, SD = .93; t(37) = -2.51; p = .017, d = -0.41$) than a comparable sample ($N = 300; M = 4.14; [FAW19]$). With regard to smartphone competence, the ratings ($M = 3.82, SD = .70$) were significantly ($t(37) = 3.13, p = .003, d = 0.51$) higher than those of a 2009 comparison sample ($N = 460, M = 3.47; [Ka09]$). This is only marginally true for their competence with apps ($M = 3.64, SD = .53; t(37) = 1.96, p = .057, d = .32$). The participants mainly (53%) used a smartphone with an Android operating system (OS) v12.

### 4.3 Procedure

The study started at the end of 2022 in Chemnitz, Germany, was conducted under pandemic-related restrictions, and approved in advance by the university’s ethics committee. The procedure here is shortened and originally included additional tasks, variables, and qualitative data collection, which are omitted in favor of a reduced presentation.

**Recruitment and selection of participants**

The study announcement contained the rough goal (understand apps in more detail and evaluate a prototype) as well as the different remuneration options. It was distributed via various channels online and offline. Interested persons accessed the recruitment questionnaire via a QR code or link, implemented with LimeSurvey (v3.28.29+220920). After a brief welcome, respondents were first asked to generate an individual subject code for a pseudonymization of the data. This was followed by demographic information (age, gender, education, employment) and on the smartphone in use, i.e. OS and version. In the following, the behavioral stage was assessed (adapted from [Ba13a]; incl. n/a option). Lastly, contact details and compensation preferences were entered separately. To complete the questionnaire took a mean of 13 min ($SD = 5.60$). Participants selected
for the lab test used a smartphone with an Android OS > 6.0, to ensure seamless handling of the test smartphone. Furthermore, as of this version, runtime modification of permissions was possible. Individuals for whom behavioral stages were also available received an invitation.

**Equipment and laboratory study**
The laboratory room was equipped with two tables one for the participant and one for the experimenter. They were aligned at right angles to each other to avoid direct observation. Additional hardware (ASUS UX32V notebook, LG Flatron E2411 monitor, Logitech B110 mouse, Cherry G230 keyboard and the test smartphone (Samsung Galaxy A33 5G, OS v12) was placed on the participants’ table to conduct the study.

After the room and equipment had been prepared in accordance with the hygiene policy, the participants were welcomed, signed the information on participation and data protection, and were presented with the experimental materials. They were informed that they could ask the experimenter questions at any time and that the app was not yet fully developed. The test started with the collection of self-descriptive variables (technology affinity, smartphone competence). Participants were then asked to rate their self-efficacy expectations in advance. They then had 10 minutes to freely explore the prototype. This was followed by two tasks of 5 minutes each: 1.) Inform yourself about the app FitnessPro with the help of the prototype; 2.) Take action using the prototype to minimize the risk of the app FitnessPro. Next, the participants were asked to fill out the evaluation questionnaires and the repeated self-efficacy assessments. In the end, the participants were remunerated. The test lasted a mean of 74 minutes (SD = 7.23).

### 4.4 Material: Prototype user interface

The prototype was implemented as smartphone app on the device it provides information about. The content was presented in German, but anonymized and translated here. The user interface (UI) was structured into three main areas: 1.) App risk, 2.) Device security, and 3.) Third-party providers. The examined area is described in Figure 1 and below (for more information see [Ch24]).

The start page of the app displayed a pie chart that included the number as well as the average risk score of the apps analyzed (only one for the lab test). The app list entries below were color- and numerically-coded according to their risk value. When selected, a drop-down at the very top of the subsequent screen explained this value. Below, the user could: a) Access analysis details: app permissions and third-party providers, and b) Take options for action: Change permissions, install alternatives or delete the app. The Analyzed Permissions page contained results from dynamic app analysis and highlighted whether a permission is currently withdrawn (green hand) or granted (orange exclamation mark). The Analyzed Third-Party Providers section entailed an overview of those providers to which data is forwarded other than the app provider. Here, also their risk value and the corresponding description were displayed. In the lower part Options...
Prototype tailoring: As theoretical work (see section 2) implies that the adaption of a system to the user offers advantages, two prototype variants were implemented. These are tailored to the early or late behavioral stages. Different texts have been applied in the three areas under Options for Action to provide specific guidance to users. For the early behavioral stage, the texts began with a problem description to build problem awareness. The description of the options for action is also more detailed than that of the late ones. Additional feedback for behavior was added here instead.

Fig. 1: UI of the prototypes risk area at the time of the laboratory test, texts here are translated into English and were originally presented in German, names and icons of apps have been anonymized.
5 Results

The raw data was first recoded according to the respective analysis instructions, and mean values or subscales were calculated. These are first reported descriptively and analyzed with respect to their distribution. Afterwards, a non- or parametric test was applied to examine the hypotheses.

5.1 Usability and transparency (RQ1)

Descriptive data revealed that the subjects rated the prototype with a mean SUS score of $M = 80.00$ ($SD = 13.90$). This corresponds to the grade "A-", i.e. a very good rating. The items assessing transparency were rated with "somewhat agree" ($M = 4.39$, $SD = 0.71$). The Shapiro-Wilk test for the SUS score showed a significant difference ($W(38) = .884$, $p < .001$) from the normal distribution. Therefore, we tested nonparametric and according to H1 one-tailed versus the mean SUS score of 68.00. The Wilcoxon test revealed a significantly higher SUS score with a high effect size compared to the selected benchmark ($W_s = 660.00$, $z = 4.02$, $p < .001$, $d = 1.86$). To further examine H1, the normal distributed transparency score ($W(38) = .946$, $p = .066$) was tested by a one-tailed t-test against the mean of the response scale (3.5). This also revealed a significant difference ($t(37) = 7.643$, $p < .001$, $d = 1.24$) with a large effect size.

5.2 Self-efficacy (RQ2)

Descriptive analysis of self-efficacy ratings revealed that at T1 the mean assessment was $M_{T1} = 2.38$ ($SD_{T1} = 0.54$, "hardly true") and at T2 $M_{T2} = 2.52$ ($SD_{T2} = 0.50$, "somewhat true"). At both times of measurement, the data was normally distributed ($W_{T1}(38) = .971$, $p_{T1} = .423$; $W_{T2}(38) = .984$, $p_{T2} = .852$). A one-tailed t-test for dependent samples was used to test the H2 and revealed a significant increase in self-efficacy ($t(37) = -2.71$, $p = .005$, $d = -0.44$; see Figure 2) with a small effect size.

Fig. 2: Mean agreement of $N = 38$ participants for on self-efficacy, pre (T1) and post (T2) interaction with the prototype, ** marks a significant difference $p < .01$
The descriptive results of the UEQ (Table 1) showed that the mean ratings in the incongruent condition could be categorized largely as “above average” or “good”, while in the congruent variant were mostly “excellent”.

<table>
<thead>
<tr>
<th></th>
<th>Incongruent</th>
<th>Congruent</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>UEQ Scale</strong></td>
<td><strong>M</strong></td>
<td><strong>SD</strong></td>
</tr>
<tr>
<td>Attr</td>
<td>1.41</td>
<td>0.78</td>
</tr>
<tr>
<td>Persp</td>
<td>1.70</td>
<td>1.22</td>
</tr>
<tr>
<td>Eff</td>
<td>1.47</td>
<td>0.63</td>
</tr>
<tr>
<td>Dep</td>
<td>1.78</td>
<td>0.56</td>
</tr>
<tr>
<td>Stim</td>
<td>0.96</td>
<td>0.92</td>
</tr>
<tr>
<td>Nov</td>
<td>0.95</td>
<td>0.90</td>
</tr>
</tbody>
</table>

Tab. 1: UEQ evaluation for incongruent ($n = 19$) and congruent ($n = 19$) prototype variant, Attr = attractiveness, Persp = perspicuity, Eff = efficiency, Dep = dependability, Stim = stimulation, Nov = novelty; benchmark category for mean evaluation follows [STH17]

The normal distribution was violated for perspicuity ($W_{\text{incon}}(19) = .819$, $p_{\text{incon}} = .002$; $W_{\text{con}}(19) = .836$, $p_{\text{con}} = .004$) and was therefore analyzed nonparametrically. A one-tailed t-test for independent samples was calculated for all other subscales and a Bonferroni correction ($p = .010$) was applied. Only one statistically significant difference with a strong effect size emerged for the efficiency ($t(36) = 2.543$, $p = .008$, $d = 0.83$; Figure 3).

![Fig. 3: Mean UEQ evaluations for subscales in the incongruent ($n = 19$) and congruent ($n = 19$) prototype condition, ** marks a significant difference $p < .01$](image-url)
6 Discussion and limitations

The results of our laboratory test showed that our prototype was appreciated for its usability and transparency (H1 confirmed). Thus, the human-centered development based on specific design guidelines resulted in a positive evaluation of the tool. However, the evaluation could be positively biased, due to the notice that the app was a prototype developed as part of a research project. The participants may therefore have rated our app more leniently than they would have done with mature products. Additionally, the first positive impression might wear off long term. Least is opposed by the fact that usability evaluations seem to increase over time [Ku11]. In addition, the interaction with our prototype was predetermined by the tasks set. Thus, all participants got to know it equally and comprehensively. It remains unclear whether all the information would have been noticed in a self-determined interaction.

The H2 was also confirmed, as interaction with our prototype significantly increased participants’ self-efficacy. Thus, our tool can contribute to strengthening users’ digital sovereignty. Even though the prototype’s objective was not described in advance, it was revealed during the lab test. A positive biasing of the evaluation due to social desirability is also possible here. In order to address this, it was pointed out that there are no right or wrong answers.

For our third exploratory question, the results show that our tailoring to the behavioral stages had a positive effect on the evaluation of efficiency. Our tool was perceived as more pragmatic and less cluttered in the congruent condition. However, differences remained limited to this aspect, probably because the prototype variants differed only in the texts. Different graphical designs might have been more crucial for further aspects.

The limitations of our lab study relate mainly to its external validity and transferability to real world settings. We provided a prepared smartphone to our participating sample of students, which differ in many respects from the overall population [An16]. Therefore, some results may be over- or underrepresented. Regarding the internal validity of the study, it can be noted that established instruments were slightly reformulated to adapt them to the present context. These changes could have an impact on construct validity, which cannot be followed up here.

6.1 Future work

Our tool will be further developed during the research project [Ch24]. The scope of smartphone security in particular will be expanded and evaluated again. This will include a follow-up survey examining the impact on behavioral change beyond the lab. Further research is also needed on the tailoring of analysis tools like ours. There are still many possibilities in the design of the graphical user interface (GUI) of information and options for action that can contribute, e.g., to increase awareness of the problem and the motivation to exercise digital sovereignty.
Conclusion

The usability of our prototype was rated as "very good" and its transparency was "somewhat approved". Both evaluations differ statistically significantly and positively from the average. Our prototype can therefore be considered as usable and transparent (RQ1). Additionally, it was encouraging that the interaction with our prototype significantly increased the self-efficacy of the participants (RQ2). Our prototype thus can contribute to the purpose of strengthening the digital sovereignty of smartphone app users. In addition, we found that our tailoring for the behavioral stages had a positive impact on the efficiency evaluation (RQ3). The behaviorally congruent app variant thus contributes to decreasing at least the resource investment of app users interested in protecting their privacy. This first result could be further developed by extended tailoring of other e.g., GUI elements.
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