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Abstract: The continuous digitalization affects private and professional lives alike, providing new chances but also threats for companies, consumers, and society. Particularly data privacy and security risks remain central for consumers. In this evolving setting, the concept of Corporate Digital Responsibility (CDR) gains traction. CDR provides a framework for the responsible application of digital technologies, thereby putting, inter alia, data privacy and security in a larger context. A remarkable amount of prior Information Systems (IS) research can be linked to facets of the concept of CDR. Hence, this study pursues the goal to evaluate the comprehensiveness of current research in IS, also guiding future research efforts. To address this goal, this study grounds on a scoping review to evaluate previous popularity in IS research. The results illustrate a need for a more comprehensive view on data privacy and security in the larger context of CDR in the IS discipline.
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1 Introduction

The ongoing digitalization allows for a plethora of digital products and services ranging from Big Data to more sophisticated Artificial Intelligence (AI) applications. These digital products share new chances for value creation but also condition new obstacles and threats [e.g., Sp22] in part due to the increasing amount of processed consumer data. In the course of the ongoing digitalization, central ethical and societal challenges concerning autonomy, balance of power, human dignity, justice, privacy, and security emerged [Ro18]. Consumers demand for more responsible and ethical corporate behavior, particularly concerning data privacy and security [e.g., Ma86, Mi21], thereby highly valuing, e.g., access and correction opportunities to personal data beyond legal requirements as well as an individualized information approach to data practices [Ca23]. Such activities bear the ability to influence consumers’ perceptions of companies positively. Hence, research and practice account for that by developing rich insights into a comprehensive approach towards ethical corporate behavior. Within this evolving context, the concept of Corporate Digital Responsibility (CDR) gains traction. CDR provides guidance for companies on how to exploit the opportunities of digitalization while adequately addressing its risks by putting ethical implications of corporate behavior in the broader context of manifold corporate responsibilities. Above all, CDR provides a more comprehensive view on
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corporate responsibilities in the digital context and allows a linked consideration and evaluation of the well-known, established individual sub-fields (e.g., data privacy and security). CDR applies to various kinds of digital technologies, products, and services despite their diverse characteristics and ethical requirements. The concept of CDR was highly practice-driven while now being an emerging topic in research [Lo21]. Yet, no research focused on providing a status-quo review of previous research on data privacy and security in the light of CDR, scoping the highly dispersed research field on corporate responsibilities in the digital context. Rather prior endeavors concentrated on summarizing research directly related to data privacy and security [e.g., SDX11]. To the best of knowledge, this study is the first to provide a scoping overview on existing research in IS that relates to the concept of CDR. This study evaluates the popularity and comprehensiveness of current research in the sense of the interlinked consideration of data privacy and security with various components of corporate responsibilities. Aiming to move data privacy and security forward in a broader context, the awareness where relatable research already resides is crucial. Hence, this study scopes previous, highly dispersed research efforts and links them to the new concept of CDR. Besides, this research provides guidance on future research paths in IS regarding data privacy and security in the light of CDR. Both contribute to the overarching aim of enabling a more comprehensive view on data privacy and security by establishing CDR in IS research. To achieve this, the next section introduces the concept of CDR and domain-specific sub-fields. Section three presents the methodology, while section four maps current research according to CDR sub-fields and provides a discussion on this study’s results. Finally, this work concludes with the main insights and its limitations.

2 Corporate Digital Responsibility

CDR shares goals and closely relates to the concept of Corporate Social Responsibility (CSR). The concept of CDR especially accounts for the “exponential growth in technological development, malleability of technologies and data in use, and pervasiveness of technology and data” [Lo21, p.876], therefore requiring the consideration as a separate concept, since these particularities are not explicitly covered by CSR [Mih22]. CDR gains increasing traction in research and a consensus of the concept understanding emerges [Mih22]. Many different approaches to CDR developed with differing nomenclature and foci, sharing a common understanding [Mih22, Mu22]. This study employs an approach consisting of eight sub-fields [Th17] developed in the current CDR debate (see Table 1). Some of the sub-fields are subject to regulations (e.g., the GDPR). However, CDR describes the voluntary assumption of responsibilities beyond the legal minimum.

<table>
<thead>
<tr>
<th>CDR sub-field</th>
<th>Sub-field description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Data privacy and security</td>
<td>The protection of consumers’ data privacy and security should be ensured (e.g., restricted data usage).</td>
</tr>
</tbody>
</table>
The individual CDR sub-fields are not new to IS research. CDR puts the manifold corporate responsibilities in a broader, interconnected context to provide a more holistic approach to corporate responsibilities. Especially in practice, corporate responsibilities are interwoven and do not appear isolated but activities related to one sub-field can have a cross-effect. The concept of CDR ensures the integrated evaluation of corporate responsibilities (e.g., data privacy and security) across different subfields, thereby better reflecting reality. The concept applies to various stakeholder groups (e.g., employees, consumers) [e.g., Lo21]. To ensure a solid research approach, this study focuses on CDR commitment directed at consumers as one key stakeholder group.

3 Allgemeine Formatierung

Scoping reviews, also called mapping studies, approach current research on a distinct topic. They share the same basic methodology with systematic literature reviews [KBP11]. Albeit, they differ in their designated goal. Systematic literature reviews aim at aggregating research results in detail, whereas scoping reviews should provide an overview and classification of previous research activities to serve as an initial orientation for other researchers [e.g., KBP11], e.g., concerning popularity. Besides, scoping reviews aim at identifying areas with a need for additional research [e.g., KBP11], thus guiding towards future research paths. Scoping reviews are increasingly used in IS research to give an overview of scattered research and to motivate future research on emerging topics [e.g., Li18].

Conducting the scoping review, this study follows the aggregated guidelines by Petersen
and colleagues [PVK15] to provide a systematic and transparent process also ensuring
rigor, reliability, and trustable results. During the whole conceptualization, actual search,
and evaluation phase a detailed review protocol keeps record of the process and
and evaluation phase a detailed review protocol keeps record of the process and corresponding decisions. The keyword selection grounds on the aim of CDR: ethical and
responsible behavior of companies in the digital context. To determine appropriate
keywords, we drew on prior knowledge, yearlong experience with the topic, and an initial
unstructured analysis. The concept-related keywords form one set of keywords and aim to
cover ethical behavior (i.e., ("corporate" OR "business") AND "responsibility") OR
"ethic*". In this vein, we opted against searching for the respective eight sub-fields
derived from the CDR debate not to limit the search to these eight fields, rather searching
more openly. Besides, this study employs an object-related keyword set to narrow the
results to the relevant digital context (i.e., "product" OR "good" OR "service" OR "tech*"
OR "econ*" OR "platform*" OR "market" OR "commerce"). This study uses wildcards
and Boolean operators. The search term consists of the domain keyword sets linked with
“AND” searching title, classification codes, abstract, keyword, and subjects.

This scoping review focuses on prior publications in IS research to provide guidance on
data privacy and security research in the light of CDR within this specific research domain.
This study incorporates only the eight top-ranked IS journals, the Senior Scholars’ Basket
Journals, focusing on IS outlets and ensuring a high reputation for quality. The search
process covers every journal independently using the same search criteria. The exclusion
of publications in other disciplines like computer science is due to the goal of the
publication to stimulate and guide research in IS. The search should provide a picture as
up-to-date as possible, thus conducted in autumn 2022 incorporating publications of the
first half year. In total, the search yields 224 publications. Two researchers independently
performed each step of the scoping review process, discussed their results after each step,
and formed consensus on the final assessment. The search process includes the initial
screening of the derived publications according to their title, abstract, and keywords. One
criteria of exclusion applies to publications that are not adaptable to or focus on corporate
responsibilities in the digital context. Still, this study includes research not designated to
CDR due to the concept’s novelty. Additionally, the final set of publications only consists
of research with a business-to-consumer focus compared to a business-to-business one.
Summing up, the initial evaluation leads to the exclusion of 107 publications due to the
misfit with the aforementioned exclusion criteria. Thus, the second step of the review
process features 117 publications for a detailed analysis of the articles’ full texts according
to the same exclusion criteria, leading to the exclusion of another 71 publications. Hence,
the third step of the scoping review includes 46 articles and aims at coding them according
to acknowledged practices. Yet, there is no suiting coding scheme available for CDR sub-
fields. For the development of a suiting coding scheme, this study employs the
omenclature of the eight sub-fields of CDR [TH17]. The scheme is a multiple
classification scheme (i.e., coders can classify publications into more than one sub-field).
This classification approach serves as an orientation framework and therefore should lead
to a discursive and iterative process. Both coders performed coding independently first,
discussed their results and deviations in coding, and solved them in mutual agreement.
following established procedures in IS research [e.g., Li18], thereby developing a codebook and applying it to the sample in a second coding round based on the same nomenclature but with a broader understanding of each of the eight sub-fields.

4 Data Privacy and security in the context of CDR

The aim of this study is to scope prior research relatable to the concept of CDR and therefore to enable a more comprehensive view on data privacy and security in IS research. The results of the conducted scoping review indicate a growing interest in CDR-relatable research (see Table 2). While in the early years only a few publications addressed responsibilities in the digital context, research interest since 2007 has been at a comparatively higher level (except for 2013 and 2014). Particularly in 2021, research interest in responsibilities in the digital context has been extremely high. The results highlight the timeliness of research in this area, thereby motivating continued research concerning a comprehensive approach to corporate responsibilities (e.g., data privacy and security) in future.

<table>
<thead>
<tr>
<th>Year</th>
<th>Authors</th>
<th>Data privacy &amp; security</th>
<th>Education &amp; awareness</th>
<th>Information &amp; transparency</th>
<th>Economic interests</th>
<th>Product safety &amp; liability</th>
<th>Access</th>
<th>Dispute resolution &amp; awareness</th>
<th>Governance &amp; participation mechanisms</th>
</tr>
</thead>
<tbody>
<tr>
<td>1986</td>
<td>[Ma86]</td>
<td>x</td>
<td>x</td>
<td></td>
<td></td>
<td></td>
<td>x</td>
<td></td>
<td></td>
</tr>
<tr>
<td>1992</td>
<td>[Oz92]</td>
<td>x</td>
<td>x</td>
<td></td>
<td></td>
<td></td>
<td>x</td>
<td></td>
<td></td>
</tr>
<tr>
<td>1993</td>
<td>[Cu93]</td>
<td>x</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>x</td>
<td></td>
<td></td>
</tr>
<tr>
<td>1994</td>
<td>[BO94]</td>
<td>x</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>[MK94]</td>
<td>x</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>[WT94]</td>
<td>x</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>1997</td>
<td>[CS97]</td>
<td>x</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>2000</td>
<td>[AW00]</td>
<td>x</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>2001</td>
<td>[VB01]</td>
<td>x</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>2002</td>
<td>[SS02]</td>
<td>x</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>[SSN02]</td>
<td>x</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>2003</td>
<td>[HM03]</td>
<td>x</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>2007</td>
<td>[CD07]</td>
<td>x</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>[CI07]</td>
<td>x</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>------</td>
<td>--------</td>
<td>------</td>
<td>------</td>
<td>------</td>
<td>------</td>
<td>------</td>
<td>------</td>
<td>------</td>
<td>------</td>
</tr>
<tr>
<td></td>
<td>[OD07]</td>
<td>x</td>
<td>x</td>
<td>x</td>
<td>x</td>
<td>x</td>
<td>x</td>
<td>x</td>
<td>x</td>
</tr>
<tr>
<td></td>
<td>[PW07]</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>[St07]</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>2008</td>
<td>[SK08]</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>[THS08]</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>[TYC08]</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>2009</td>
<td>[LSL09]</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>2010</td>
<td>[MW10]</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>[WBC10]</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>2011</td>
<td>[SDX11]</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>[XB11]</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>2012</td>
<td>[SDS12]</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>[St12]</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>[Te12]</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>2015</td>
<td>[GCC15]</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>[Hu15]</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>2016</td>
<td>[Ra16]</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>[XXL16]</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>2017</td>
<td>[ABK17]</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>2018</td>
<td>[SRK18]</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>2019</td>
<td>[Ch19]</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>2020</td>
<td>[WSM20]</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>2021</td>
<td>[Be21]</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>[DJR21]</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>[DT21]</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>[MNH21]</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>[MVL21]</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>[NPN21]</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>[SM21]</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>[Wo21]</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>2022</td>
<td>[KG22]</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>
When assessing research interest on sub-field-level, our findings indicate that (isolated) research on data privacy and security is well established. This sub-field is most dominantly researched in this study (see Table 2). Research interest was stable throughout the whole study period. In the recent years, however, research on the topic intensified.

Despite the high importance of data privacy and security for companies and consumers alike [e.g., Ca23], future research should go beyond an isolated approach to this sub-field. Table 2 indicates that research on data privacy and security in the light of the overarching concept CDR is not yet comprehensive. While comparably many publications address data privacy and security simultaneously with sub-fields like information and transparency or access [e.g., Ch19, DT21], only few publications address data privacy and security and dispute resolution and awareness or education and awareness [e.g., GCC15, THS08] in parallel. These results indicate a lacking interconnected understanding of data privacy and security with further sub-fields, particularly since dispute resolution and awareness and education and awareness have a strong applicability in the context of data privacy and security. Hence, future research should develop an enhanced understanding of these CDR sub-fields and their influences on one another.

Above all, the total coverage in Table 2 indicates that only relatively few publications adopt a broader view of corporate responsibilities across different issues [e.g., NPN21, Ra16] and none the whole concept spectrum, thereby not discussing data privacy and security in the broadest possible context. IS research on CDR-related topics is more isolated and reveals a more dispersed research field, implying the danger of disconnected research. Albeit recent IS publications follow a broader approach to digital responsibility with more sub-fields covered (on average) in parallel per publication. This emphasizes the broadening approach to digital responsibility, underpinning the usefulness of a concept such as CDR, which places individual digital responsibility areas such as data privacy and security in the broader context and thus enables a more comprehensive approach to them. Future research should adopt this broader perspective. In this way, a realistic understanding of the interwoven and influencing responsibilities can be developed. This helps researchers to understand these interrelationships better, but also supports practitioners in the implementation. In this way, the understanding of corporate responsibilities concerning data privacy and security can evolve, particularly becoming more comprehensive.

5 Conclusion

This research provides an initial systematic overview on previous highly dispersed research efforts in leading IS outlets. Aim of this study is to assess the popularity of data privacy and security in the light of the umbrella concept CDR in IS research. This study’s
results corroborate that research on corporate responsibilities in the digital context, particularly data privacy and security, is well established in IS research. Rather, research remains incoherent and disconnected. Ultimately, this study sheds light on future research paths worth considering in IS research. None of the evaluated publications addresses the full range of CDR sub-fields simultaneously. However, corporate responsibilities never occur in isolation in practice. Hence, a holistic approach to data privacy and security, e.g., employing CDR, can help to understand the extent of corporate responsibilities and the influences of the sub-fields on another. Summing up, this study theoretically contributes to the existing knowledge on data privacy and security as well as CDR in IS research. The scoping of the examined publications contributes to a better understanding of the status-quo of research relatable to CDR and its distinctive sub-fields focusing on data privacy and security research. Additionally, this study’s results motivate and inform IS researchers concerning future research paths in the context of data privacy and security employing a comprehensive approach such as CDR.

Despite best efforts, some limitations apply. Firstly, this study is not and was not meant to be exhaustive. There is a deliberate focus on IS research. Secondly, this study focuses on CDR activities geared to consumers. Still, CDR provides a broad field of action applicable to, e.g., employees, business-to-business activities, or society itself. Future research should incorporate these differing stakeholder groups and their respective viewpoints.

To this end, goal of this publication is to motivate future work on data privacy and security in the context of CDR. This will shed light on yet underexplored research areas but also stimulate the discovery of novel fields worth considering.
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