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Open Source Software (OSS) is an unavoidable component in many of today’s software ecosystems. Whether as low-level system drivers in operating systems, as tooling in daily jobs, or simply as dependencies of hobby projects, OSS is an important building block.

In a 2020 report covering 45,000 repositories, GitHub found that most projects on their platform rely on some form of OSS [Gi20]. In recent years, collaborative version control platforms such as GitHub [Mi08] and GitLab [Gi14] introduced a wide field of developers to open source projects. As the complexity of modern software development increased, so did the number of dependencies and involved contributors. Decentralized development and open collaboration of open source projects introduce unique challenges: code submissions from unknown entities, limited personpower for reviewing commits and dependencies, and bringing new contributors up-to-speed in projects’ best practices and processes.

Assessing vulnerabilities in components is a difficult task, as the large number of dependencies required by today’s software result in a complex software supply chain, including software repositories, package managers, and package registries. Recent incidents in the npm ecosystem highlight the large attack surface provided by such registries: in late October 2021, versions of the npm package *ua-parser-JS* with 7 million weekly downloads included malicious code [CC21]. Analogous to a 2020 report from The Linux Foundation [Th20], we consider the software supply chain in this work to include technical features such as how the software is stored, how it can be retrieved, and how it is analyzed during these processes.

The same holds true for commercial software: by building their software as a wrapper or glue around open source components, companies can leverage OSS as building blocks in their processes and products, allowing them to focus their efforts on features and faster delivery. In 2020, 95% of IT departments and companies considered OSS as strategically
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important to their organization’s overall enterprise infrastructure software strategy [Re20].
By introducing open source components, companies inherit the same challenges and attack
surfaces as open source projects.

These chain effects make the open source ecosystem an important field of research for the
(security and privacy) community. With the introduction of more developer-centered research
approaches arose the need for human-subject research considerations. Recent conflicts
between the research and open source communities such as the „hypocrite commits“ incident
in early 2021 highlight the need for more respectful research approaches for investigating
security and trust in open source projects [Li21]. In this work, we propose a more cooperative
approach for researching open source, working together with committers towards a more
secure and trustworthy ecosystem, instead of against them.

In addition to security, trust also plays an important role in software development and
especially the open source community, as was probably best described in Ken Thompson’s
Turing Award Lecture „Reflections on Trusting Trust“:

[Th84] To what extent should one trust a statement that a program is free of Trojan horses?
Perhaps it is more important to trust the people who wrote the software..

In this work, we aim to shed light on security and trust practices in open source projects —
by exploring projects’ behind-the-scene processes, provided guidance and security policies,
as well as past security challenges and incident handling. We are especially interested in
processes that are often not directly visible from the repository data, e. g., trust relationships,
incident responses, and the handling of suspicious or malicious contributors. For this, we
conducted 27 in-depth, semi-structured interviews with contributors of open source projects.
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